We’re Invested in Security
We believe our clients deserve safety and peace of mind

Securing every aspect of our business

At Charles Schwab, nothing is more important than maintaining and growing the trust our clients have in us. We are honored by the trust our clients place in us to help them achieve their financial goals and protect their personal information and assets — and for the 40+ years our company has been in business we have worked prudently toward this mandate. It’s why we infuse security into every layer of our business—from technology to strategy to culture.

We apply high standards for protecting our clients’ data, information and assets. While we are proud of our track record in security and our existing capabilities, cyber criminals are constantly evolving their tactics, and so do we.

Protecting your accounts
We maintain rigorous cybersecurity and fraud-prevention controls

Protecting the information in our care
We treat our clients’ information with respect

Protecting our clients and employees
We maintain a culture of protection through systems and training
While we work to keep our behind-the-scenes security measures and practices private to make it more difficult for fraudsters to gain an edge, here are some of the important things you should know. Our security efforts are designed to protect three core assets: our clients’ accounts, information in our care, and our employees and systems.

**Protecting your accounts**

- **24x7/365 monitoring:** Our cybersecurity and fraud teams monitor all user activity on our systems and your information.
- **Security controls:** Schwab applies layered and risk-based security controls before granting access to an account.

**Protecting the information in our care**

In our databases and in our buildings, the personal information you share with us is secure.

- **Restricted access:** We scrutinize requests for access and require a business justification for privileges. This minimizes opportunities for unwanted exposure to sensitive information.
- **Regulatory compliance:** As a financial institution, we are obligated to comply with strict security standards at all levels, including federal, state, and local laws.
- **Our privacy policy:** We limit the use and sharing of your personal information as described in our Privacy Notice.

**Protecting our clients and employees**

We want our clients to have the highest level of confidence when doing business with Charles Schwab.

- **Employee training and awareness:** Schwab’s employees are one of our strongest defenses in data protection. Our employees receive extensive training on how to handle private financial information, and we hold them to strict standards.
- **Online security:** We go beyond login credentials, using risk-based, multi-factor authentication to help prevent unauthorized account access.
- **Physical security:** Access to our facilities requires badged access with verified credentials.

**The Schwab Security Guarantee**

Our security guarantee promises Charles Schwab will cover 100% of any losses in any Charles Schwab account due to unauthorized activity. Learn more at schwab.com/guarantee.

We believe security is a partnership, and the highest levels of security are only possible when we work together to safeguard account access.

To learn more about security at Schwab, please visit www.schwab.com/schwabsafe.